
Student Authentication 

Students are identified in electronic systems by unique credentials, such as usernames and passwords. Measures should be 
taken to protect credentials from accidental loss or discovery. Sharing credentials, failing to log out of systems, accessing 
systems as someone else, or similar actions are potential violations of academic integrity. The student should immediately 
report a compromised account or lost or stolen credentials to their program dean or director. In addition, the student should 
immediately change their account password. Failure to address loss or misuse of credentials is unprofessional behavior which 
may result in disciplinary action up to and including dismissal from the College. 
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